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Trademarks and Tradenames
F5, F5 Networks, F5 [DESIGN], F5 Management Pack, BIG-IP, CloudFucious, Data Manager, VIPRION, WA, WAN
Optimization Manager, WOM, APM, Application Security Manager, ASM, Local Traffic Manager, LTM, Global
Traffic Manager, GTM, IBR, Link Controller, Enterprise Manager, Traffic Management Operating System, TMOS,
WANJet, FirePass, WebAccelerator, TrafficShield, iControl, TCP Express, Fast Application Proxy, 3DNS, iRules,
iRules on Demand, Packet Velocity, ZoneRunner, OneConnect, AskF5, Intelligent Compression, Transparent Data
Reduction, TDR, L7 Rate Shaping, LC, IPv6 Gateway, SSL Acceleration, Fast Cache, iHealth, Intelligent Browser
Referencing, Message Security Manager, PSM, MSM, Netcelera, Protocol Security Manager, DEVCENTRAL,
DEVCENTRAL [DESIGN], Edge Client, Edge Gateway, EM, IQUERY, Real Traffic Policy Builder, STRONGBOX,
SYN Check, Access Policy Manager, Acopia, Acopia Networks, Advanced Client Authentication, Advanced Routing,
ARX, Cloud Extender, CMP, DSI, DNS Express, DSC, Edge Portal, iApps, iSession, ScaleN, SuperVIP, UNITY,
vCMP, Clustered Multiprocessing, COHESION, ELEVATE, ENGAGE, GUARDIAN, Rosetta Diameter Gateway,
Signaling Delivery Controller, SDC, Traffix Diameter Load Balancer, Traffix, Traffix Systems [DESIGN], VAULT,
virtual Clustered Multiprocessing, AAM, Application Acceleration Manager, AFM, Advanced Firewall Manager,
BIG-IQ, F5 Certified [DESIGN], iCall, LineRate, LineRate Systems [DESIGN], LROS, LineRate Operating System,
PEM and Policy Enforcement Manager are trademarks or service marks of F5 Networks, Inc., or its subsidiaries in the
U.S. and other countries. Any other trademarks, service marks and/or trade names appearing in this document are the
property of their respective owners.
Unless the context otherwise requires, in this Annual Report on Form 10-K, the terms “F5 Networks,” “the Company,” “we,”
“us,” and “our” refer to F5 Networks, Inc. and its subsidiaries. Our fiscal year ends on September 30, and fiscal years are
referred to by the calendar year in which they end. For example, “fiscal year 2013” and “fiscal 2013” refer to the fiscal
year ended September 30, 2013.
Forward-Looking Statements
This Annual Report on Form 10-K contains forward-looking statements within the meaning of Section 21E of the
Securities Exchange Act of 1934 and Section 27A of the Securities Act of 1933. These statements include, but are not
limited to, statements about our plans, objectives, expectations, strategies, intentions or other characterizations of
future events or circumstances and are generally identified by the words “expects,” “anticipates,” “intends,” “plans,” “believes,”
“seeks,” “estimates,” and similar expressions. These forward-looking statements are based on current information and
expectations and are subject to a number of risks and uncertainties. Our actual results could differ materially and
adversely from those expressed or implied by these forward-looking statements. Factors that could cause or contribute
to such differences include, but are not limited to, those discussed under “Item 1A. Risk Factors” below and in other
documents we file from time to time with the Securities and Exchange Commission. We assume no obligation to
revise or update any such forward-looking statements.

Item 1. Business
General
F5 Networks is the leading developer and provider of application delivery services. Our core technology is a
full-proxy, programmable, highly-scalable software platform called TMOS (Traffic Management Operating System).
Our principal products are Application Delivery Controllers (ADCs).
Introduced in 2004, the TMOS platform currently supports the industry’s broadest array of features and functions
designed to ensure that applications delivered over Internet Protocol (IP) networks are secure, fast and available. Our
TMOS-based offerings include software products for local and global traffic management, network and application
security, access management, web acceleration and a number of other network and application services. These
products are available as modules that can run individually or as part of an integrated solution on our
high-performance, scalable, purpose-built appliances and chassis-based hardware, or as software-only Virtual Editions
designed to run on standard servers and major hypervisors. In conjunction with our management software, the
availability of our products as both hardware-based and software-only solutions gives customers the flexibility to
create a dynamic control plane infrastructure tailored to the specific demands of private and public clouds as well as
traditional data centers.
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The core features and functions of TMOS enable our products to inspect and modify the content of IP traffic flows
between users and applications and support a broad and growing array of services. iRules, a scripting language based
on Tool Command Language (TCL), is a unique feature of TMOS that enables customers and third parties to write
customized rules to inspect and modify traffic. TMOS also has an open software interface called iControl, which
allows our products to communicate with one another and with third-party products, and a scripting framework called
iCall, that lets users define data plane events such as threshold breaches and adjust the behavior of our products
accordingly. TMOS is designed to support the
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addition of new functionality as software modules and to exploit the performance-enhancing features of our
purpose-built hardware.
Our hardware products include our BIG-IP family of appliances and our line of scalable VIPRION systems. These
purpose-built devices integrate industry-standard components, such as general-purpose processors and FPGA
(Field-Programmable Gate Arrays), with components we design ourselves. The architecture of these systems is
designed to accelerate and optimize the performance of our software by offloading repetitive, compute-intensive
functions such as encryption and compression to specific components, and enabling complex application-layer
processing at network speed. Typically deployed in front of web and application servers, our hardware products
deliver massive performance and scalability that enable customers to consolidate multiple application services on a
single device. This eliminates the need for separate point products, which are often difficult and costly to integrate and
manage and reduces the load on servers by offloading functions that might otherwise run on the servers themselves.
Offloading functions from servers reduces the number of servers needed to run specific applications, lowers the cost
of power and cooling, and drives down operating costs by simplifying the management of servers and applications. In
virtual environments, this allows customers to increase the density of virtual servers and reduces the added complexity
of managing a dynamic environment.
As information technology infrastructures continue to evolve, there is growing demand for software-only application
services that can be deployed in virtual environments next to each instance of an application. For customers who
prefer this option, our Virtual Edition (VE) products offer faster throughput than competing products and the broadest
array of integrated application services available. We sell individual VE versions of all modules available on our
hardware-based solutions which provide the same software services and include all of the features and functions
embedded in TMOS. These VE editions run on standard servers and major hypervisors.
While VEs have lower performance than our hardware-based solutions, they give customers the flexibility to deploy a
mix of integrated application services as needed, spinning them up and down with each instance of an application, and
moving them with the application between traditional data centers and private or public clouds.
In addition to our TMOS-based products, we offer other closely-related products that facilitate, enhance, or extend our
application services. BIG-IQ is an intelligent management framework designed to support multiple software modules
that simplify the deployment and optimization of our application delivery services. Our Traffix family of Diameter
signaling and routing products, acquired in February 2012, offers the most advanced, robust and cost-effective
solution for Diameter routing, load balancing and gateway connectivity, enabling service providers to meet the
multiple challenges associated with the growth of mobile data. Our ARX storage virtualization products simplify the
migration of data between storage devices, the addition of new storage devices, and the distribution of files across
tiers of storage, including cloud storage services, that reflect their relative immediacy or importance.
During fiscal 2013, we purchased two small companies whose products and technology will further expand our
addressable market. In February 2013 we acquired LineRate Systems, Inc. (LineRate Systems), an early-stage
developer of software-defined application services that complement our current offerings. Although not commercially
available at present, LineRate Systems’ technology will eventually become an important part of F5’s broad range of
initiatives focused on software-defined data centers. In September 2013, we acquired Versafe Ltd. (Versafe), a
privately-held company headquartered in Rishon LeZion, Israel, that provides real-time protection for
communications between end-user devices and web and mobile applications.
In connection with our products, we offer a broad range of services including consulting, training, installation,
maintenance and other technical support services.
F5 Networks was incorporated on February 26, 1996 in the State of Washington. Our headquarters is in Seattle,
Washington, and our mailing address is 401 Elliott Avenue West, Seattle, Washington 98119. The telephone number
at our executive offices is (206) 272-5555. We have subsidiaries or branch offices in Argentina, Australia, Brazil, the
British Virgin Islands, Chile, China, Colombia, France, Germany, Hong Kong, India, Israel, Italy, Japan, Mexico,
Netherlands, New Zealand, Russia, Singapore, South Korea, Spain, Taiwan, the United Arab Emirates, and the United
Kingdom. Our annual reports on Form 10-K, quarterly reports on Form 10-Q, current reports on Form 8-K and all
amendments to those reports are available free of charge on our website, www.f5.com, as soon as reasonably
practicable after such material is electronically filed with the Securities and Exchange Commission.
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Industry Background
Growth and Evolution of IP-Based Infrastructures
Internet Protocol (IP) is a communications language used to transmit data over the Internet. For more than two
decades, large business and government organizations have been gradually replacing older data center architectures
with IP-based infrastructures, deploying new IP-based applications and replacing or upgrading legacy applications
with new IP-enabled versions. At the same time, organizations have become more geographically dispersed, and
increasingly mobile workforces depend on access to corporate applications and data from remote locations and a
variety of client devices including smartphones, tablets and laptops.
In recent years, the information technology landscape has changed dramatically as organizations have responded to
the slowdown in the global economy by using technologies such as virtualization, software defined networking and
the growing availability and sophistication of cloud computing to reduce capital and operating costs and enhance the
flexibility and efficiency of their information infrastructures. These efforts are reflected in the ongoing trend toward
data center consolidation that includes a reduction in the number and size of data centers, as well as the number and
variety of hardware devices. In addition, a growing number of organizations are turning to social networking and other
online vehicles to help target customers and compete more effectively in an environment of reduced consumer
spending. The rapid growth of social networks such as Facebook and Twitter, coupled with the explosion of mobile
devices and applications, has challenged the abilities of content and service providers to keep up with and monetize
the growing demand for IP-based services.
Emergence of the Dynamic Data Center
From a broad perspective, the goal of IT organizations is to optimize the secure delivery of applications to users
wherever they are and whenever they need them. To achieve these goals, IT organizations are embracing virtualization
technologies that enable them to group or partition data center resources to meet user demand and reconfigure these
virtual resources easily and quickly as demand changes. The recent surge of interest in Software Defined Networks
highlights the latest move to reduce costs, increase the flexibility, and simplify the deployment and management of IT
infrastructure through virtualization. Many organizations are also taking advantage of the growing availability of
external cloud resources as a flexible, secure and reliable alternative to owning and managing everything themselves.
As a result, IT infrastructure has become increasingly dynamic, complex and reliant on IP-based networks for the
delivery of applications and data. At the same time, these changes have created new challenges to the security of IP
networks and the applications and data accessible over the Internet. With increasing frequency, sophisticated denial of
service attacks have exposed a major vulnerability in the security perimeter of corporate networks by overwhelming
firewalls and effectively shutting down the networks. In addition, many network-level security threats are directly
related to the improper use of the same protocols applications depend on to transmit data over the wire. Intrusion
detection and prevention devices, which rely on signature databases of known threats, afford some protection against
these types of attack. However, they offer no protection against many of the most common threats, including
information leakage, content spoofing, cross-site request forgery or “day zero” attacks designed to exploit a variety of
application vulnerabilities.
In addition to preventing the threat of attacks designed to disrupt, destroy or block access to network applications,
organizations are faced with the equally daunting challenge of controlling access to applications and data. The
proliferation of mobile devices has given users with smart phones, tablets, and laptops the ability to access corporate
data centers from virtually anywhere. This, in turn, has increased the difficulty of ensuring that mobile users are able
to access applications and data for which they are authorized, and that applications and data are protected from access
by unauthorized users.
Need to Optimize the Secure Delivery of Applications and Data
With the ongoing evolution and increasing complexity of IT infrastructures, there is a growing need to optimize the
secure delivery of applications and data over IP networks. IP-based traffic passing between client devices and servers
is divided into discrete packets that travel by multiple routes to their destination where they are reassembled. The
disassembly, routing, and reassembly of transmissions are relatively straightforward and require little intelligence. By
contrast, managing, inspecting, modifying, redirecting and securing application traffic going to and from servers
requires intelligent systems capable of performing a broad array of functions. Broadly speaking, all of those functions
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are aspects of application delivery.
Application Delivery Controllers, or ADCs, dynamically manage the flow of traffic between users and servers
(physical or virtual), making them look like a single resource to the user. In addition they free up resources by
offloading common network functions, such as encryption, IPv4/IPv6 translation, compression, authentication,
rate-shaping, and a variety of specialized functions, including network and application security services, policy
management, and WAN optimization, that would otherwise run on the servers or be coded into applications. Since
most large enterprises have hundreds — if not
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thousands — of servers and applications, it is not practical to replicate these functions on each server or within each
virtual instance of an application. Doing so would take up valuable network resources and reduce the number of
applications that could run on each server. Maintenance costs would be prohibitive and the net result would be a
negative impact on the overall performance of servers and applications. Offloading specific functions onto point
solutions can eliminate those problems but introduces a new set of challenges. Using point solutions from multiple
vendors can create interoperability issues, and problems that do occur can be difficult to troubleshoot. From a security
standpoint, it is also much more difficult to audit traffic passing through multiple devices. Providing a comprehensive
set of integrated application delivery services on a single, high-performance device simplifies management of the
device and the servers it sits in front of and reduces overall capital and operating costs. In virtual and cloud
environments where flexibility is a priority, software-only ADCs provide the same services and many of the benefits
associated with hardware-based ADCs.
Although application delivery services are broadly applicable within enterprise and service provider IT infrastructures,
the latter face unique challenges as they attempt to modernize and scale their networks to deal with the flood of data
generated by smart phones, tablets and other mobile devices. To cope with these challenges, service providers are
migrating legacy 2G/3G infrastructures to 4G/LTE networks and Evolved Packet Core (EPC) data centers that require
an array of network and application services. Today, most of those services are deployed on separate appliances from
different vendors. Apart from the associated capital costs, integrating and managing multiple devices entail significant
operating expense, and service providers are actively seeking solutions that will enable them to lower costs and
improve reliability and performance by consolidating services and reducing the number of devices. To cope with the
dramatic increase in signaling traffic associated with 4G/LTE networks, service providers have also adopted the
Diameter signaling protocol as the de facto standard for communication within their evolving data center
infrastructure. Diameter signaling solutions offer unprecedented scalability, reliability, and performance on a single,
carrier-grade, purpose-built platform.
F5’s Strategy
Our goal is to lead the industry in providing application and network services that ensure the safe, fast and reliable
delivery of applications to any user, anywhere, anytime. Those services include availability, security, performance,
mobility, and identity. They also include managing and orchestrating resources, as well as coordinating services
across multiple data centers and networks. Our products are designed to be strategic points of control in the IT
infrastructure that allow business policies to be implemented where information is exchanged. This enables
organizations to respond quickly to changing business needs, improve costly and time consuming business processes
and develop new sources of revenue through highly differentiated offerings. Key components of our strategy include:
Offering a complete, integrated application delivery product suite.
Since the introduction of TMOS, we have developed TMOS-based versions of our own legacy products, such as Local
Traffic Manager (LTM), Global Traffic Manager (GTM) and Link Controller; new products, such as Advanced
Firewall Manager (AFM), Carrier Grade Network Address Translation (CGNAT) and Policy Enforcement Manager
(PEM), that leverage the unique performance characteristics of our hardware and software architecture; and products
that incorporate acquired technology, including Application Security Manager (ASM), Application Acceleration
Manager (AAM), Application Policy Manager (APM) and Edge Gateway. All of these products are currently
available as integrated software modules on our BIG-IP and VIPRION hardware or as Virtual Editions that run on any
standard server or hypervisor. We believe this approach sharply differentiates our products from our competitors’
offerings and provides customers with an expanding array of integrated application delivery solutions that can be
customized to meet their specific needs.
Investing in technology to meet evolving customer needs.
We continue to invest in research and development to provide our customers with comprehensive, integrated
application delivery services. Our product development efforts leverage the unique attributes of our TMOS platform
to deliver new features and functions that address the complex, changing needs of our customers. Although the bulk of
our investment is software development, concurrent development of tightly integrated, high-performance hardware is
a key part of our investment strategy. We also look for opportunities to acquire technologies that will enable us to
broaden the scope of our offerings and expand into adjacent markets.
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Expanding our addressable market.
Since the introduction of TMOS, we have continually expanded our addressable market and the definition of
application delivery through the acquisition and development of new technology. In 2003, for example, we entered the
market for secure remote access through the acquisition of uRoam, Inc. and its FirePass SSL VPN technology that has
become the core of our current APM offering. The following year we entered the web application firewall market with
the acquisition of Magnifire Websystems, Inc. and its TrafficShield security appliance, which became the foundation
of our Application Security Manager
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(ASM). By leveraging the programmability, full proxy capabilities, and built-in security features of TMOS, customers
were also able to exploit the performance and scalability of our products and deploy them as ICSA-certified network
firewalls. In March 2013, we introduced Advanced Firewall Manager (AFM), a new software module that simplifies
the deployment and management of our products as network firewalls, and BIG-IQ Security, a management
framework that lets customers administer policies and manage AFM across all of their F5 products. In September
2013, we continued to expand our security solution with the acquisition of Versafe, a provider of web anti-fraud,
anti-phishing, and anti-malware solutions. While each of these products addresses a different segment of the broader
security market, they are all integral components of our comprehensive Application Delivery Firewall offering and
tightly integrated with LTM and the other features and functions available on our products. As a result of this strategy
and our development and acquisition of technology in other related markets such as WAN optimization, Java Script
programming, and Diameter signaling and routing, we believe our current addressable market is significantly larger
than the ADC market as industry analysts have traditionally defined it.
Continuing to build and expand relationships with strategic technology partners.
To enhance our competitiveness in large accounts, we have developed strategic technology partnerships with
enterprise software vendors, such as Microsoft, Oracle, VMware and others, who have an established presence in
those accounts. By taking advantage of iControl, our open application programming interface, and iCall, a scripting
framework that provides the ability to define data plane events such as threshold breaches and adjust the behavior of
our products accordingly, these vendors can equip their applications to control our products in the network, enhancing
overall application performance. In return, they provide us significant leverage in the selling process by
recommending our products to their customers. We have also worked closely with several of these vendors to develop
configurations of our products, called iApps, that are specifically designed to simplify deployment and optimize the
performance of their applications. These solutions are available as templates which allow quick and easy
configuration of our products for specific applications. We plan to continue building on our existing relationships and
to extend our competitive edge by developing new strategic partnerships with other technology leaders, including
providers of Software Defined Networking, Cloud and Management and Orchestration solutions.
Leveraging DevCentral, our online community of network architects and developers.
Customization of our TMOS-based products using iRules and our LineRate technology with node.js enhances their
“stickiness” by allowing customers to solve problems in both their applications and their networks that would be
difficult if not impossible to solve by other means. To promote the use of iRules and node.js, we host an online
community, DevCentral, where network architects and developers can discuss and share the ways in which they use
iRules and node.js to solve problems and enhance the security, performance and availability of applications. A
corollary benefit is that many of the iRules solutions posted by DevCentral participants have become standard features
in new releases of TMOS. DevCentral also provides a valuable window into our customers’ constantly evolving needs.
F5 Solutions
Our integrated family of TMOS-based network and application services are software products that run on
purpose-built hardware and are also available as virtual (software-only) editions or VEs. These products function as
strategic points of control in IP networks, inspecting, modifying and directing traffic to optimize the security,
availability and delivery of applications and data to any user, anywhere. Our LineRate technology supports similar
functionality in software-only solutions designed to meet the specialized needs of software-defined data centers. Our
Traffix Diameter signaling and routing devices address the complex needs of service providers by enabling fast,
reliable communications among the elements of their legacy infrastructures and their evolving packet-based 4G/LTE
networks and data centers. We believe our products offer the most intelligent services and advanced functionality in
the marketplace along with performance and flexibility that enable organizations to simplify management of their IP
networks and data center operations by integrating disparate resources to reduce operating costs, enhance productivity
and improve service to employees, customers and partners.
Application Delivery
Since 2004 we have expanded the breadth of features and functionality we offer well beyond the scope of application
delivery networking as it has been traditionally defined. Today, we also offer solutions that include application
security, secure remote access, firewall protection, WAN optimization, access policy management, carrier grade NAT,
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Diameter signaling policy enforcement, and fraud detection, opening up large opportunities in several adjacent
markets. Many of the features and functions that differentiate our products are built into TMOS, our full-proxy
operating system. Others are available as software modules that run on TMOS or as TMOS-based VEs.
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Software
The core of our application delivery technology is TMOS, our Traffic Management Operating System, introduced in
September 2004. The full-proxy characteristics of the TMOS architecture enable our products to intercept, inspect and
act on the contents of traffic from virtually every type of IP-enabled application. In addition, the modularity of the
TMOS architecture allows us to deliver tightly integrated solutions that secure, optimize and ensure the availability of
applications and the networks they run on.
Traffic Management Operating System (TMOS)
Since TMOS was launched, we have added hundreds of new features designed to interpret and act on specific content
in the traffic passing between users and applications. TMOS includes several features and functions that are unique to
our products:

•

iApps is a set of portable, customizable, reusable templates that enable the rapid and predictable deployment of our
products in front of dozens of applications from vendors including Microsoft, Oracle, VMware, Citrix, BEA, and
SAP. iApps also allows customers and partners to create templates that simplify the deployment and provisioning of
their own applications.

•

iCall is a control plane scripting framework that provides the ability to define data plane events such as threshold
breaches and adjust the behavior of our products accordingly. iCall enables administrators to react to specified data
plane events by executing services on the management plane. It can also be used periodically to manage backups or
repopulate DNS, or to provide regularly scheduled services such as configuration audits.
•ScaleN is a set of three unique capabilities that enhance the flexibility of our products:

•Clustered Multiprocessing (CMP) allows customers to cluster and aggregate multiple VEs and processors (cores)
within BIG-IP appliances or VIPRION chassis products.

•
Virtual Clustered Multiprocessing (vCMP) enables the creation of separate virtual ADCs within an appliance or
chassis, each running a separate instance of TMOS with a different configuration and assigned to a different
application.

•
Device Service Clustering (DSC) gives customers the ability to group devices and services across an array of ADCs
(BIG-IP appliances, VIPRION chassis, or Virtual Editions). Devices can be added to or removed from a DSC without
disrupting application services, and application services can be independently managed within the cluster.
TMOS also includes a number of new security features that enhance the ability of our products to protect and hide
networks and applications from denial of service attacks and other types of security threats. Other enhancements
include gateway support for software defined networks (SDN) -- both VXLAN and NVGRE -- symmetrical and
asymmetrical application acceleration, subscriber and application aware enforcement for service providers,
management and orchestration of multiple devices, and improved visibility that allows customers to monitor and
record the performance of applications and users.
Product Modules
In addition to the features and functions embedded in TMOS, we offer a family of integrated software solutions that
cover a broad range of application-aware network functions from load-balancing to security. Depending on a number
of factors, including the hardware platform they have purchased, the application they are running, and their
performance and security requirements, customers may purchase one or more of these modules in addition to Local
Traffic Manager (LTM), which is included with every hardware product. The following software modules are
currently available on all BIG-IP and VIPRION products except BIG-IP 2000:

•

Local Traffic Manager (LTM): LTM, which provides intelligent load-balancing and traffic management, is
standard on all BIG-IP appliances and VIPRION chassis-based systems. As a strategic point of control
between applications and users, LTM manages the flow and distribution of all traffic passing through our
products, ensuring that applications are secure, fast and available.

•Global Traffic Manager (GTM): GTM automatically directs users to the closest or best-performing data center based
on business policy, geolocation, and volume spikes, regardless of their cause. When users try to access a data center
that is overloaded or unreachable, GTM automatically and seamlessly directs them to a secondary data center. It also
automates the process of tracking and managing interdependencies among individual services in distributed
applications. In addition, GTM enhances DNS security by automatically scaling to absorb a rapid increase in queries
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•

Link Controller: For organizations with more than one Internet Service Provider (ISP), Link Controller monitors the
health and availability of each connection. In the event of a failure, traffic is dynamically directed across other
available links so users and external customers stay connected. Link Controller includes an optional compression
feature that reduces WAN link bandwidth for lower ISP costs and cuts down on bandwidth bottlenecks for faster
application delivery.

•

Advanced Firewall Manager (AFM): AFM is a high-performance, stateful, full-proxy network firewall designed to
guard data centers against incoming threats that enter the network on the most widely deployed protocols-including
HTTP/S, SMTP, DNS, and FTP. By aligning firewall policies with the applications they protect, AFM streamlines
application deployment, security, and monitoring.

•

Application Security Manager (ASM): ASM is an application firewall that provides comprehensive, proactive,
application-layer protection against both generalized and targeted attacks. Combining a positive security model (“deny
all unless allowed”) with signature-based detection, ASM can prevent “day-zero” attacks in addition to known security
threats.

•

Access Policy Manager (APM): APM provides secure, granular, context-aware access to networks and applications
while simplifying authentication, authorization, and accounting (AAA) management. Our endpoint security service
validates client devices, including personal devices used by employees to access corporate applications and data, to
protect organizations from viruses or malware infections, accidental data loss, and rogue device access. This allows
users to apply repeatable access policies across many devices, networks, applications and servers with centralized
visibility of their authorization infrastructure.

•

Application Acceleration Manager (AAM): AAM combines the application delivery features previously available in
WAN Optimization Manager (WOM) and WebAccelerator. AAM overcomes network, protocol, and application
issues to help meet application performance, data replication, and disaster recovery requirements presented by cloud,
mobile applications, and video distribution, decreasing the need for additional bandwidth and hardware and giving
users fast access to applications.

•

Carrier-Grade Network Address Translation (CGNAT): CGNAT offers a broad set of tools that enables service
providers to successfully migrate to IPv6 while continuing to support and interoperate with existing IPv4 devices and
content. BIG-IP CGNAT offers service providers tunneling solutions with Dual-Stack Lite capabilities as well as
native network address translation solutions such as NAT44 and NAT64. It provides carrier-grade scalability by
offering a very high number of IP address translations, very fast NAT translation setup rates, high throughput, and
high-speed logging.

•

Policy Enforcement Manager (PEM): PEM offers service providers a comprehensive set of traffic classification
capabilities to accurately identify the specific applications and services subscribers are using and how they’re using
them. This information allows them to steer application and subscriber traffic to the most appropriate value-added
services (such as web caching, video optimization, or parental control) and reduce the burden on other services. PEM
also provides deep reporting, enabling service providers to build tailored services and packages based on subscribers’
application usage and traffic classification.
Virtual ADCs
All of our product modules are also available as software-only Virtual Editions (VEs), designed to run on standard
servers and major hypervisors. Production VEs are deployed in public and private clouds and supplement our
hardware products in hybrid environments. Trial versions give our customers a cost-effective way to test and
configure our products and help determine which systems and modules will best meet their specific needs in
production environments.
Software as a Service
Our newest security offerings, WebSafe and MobileSafe, were acquired in September 2013 with the purchase of
Versafe, a developer of fraud detection and prevention software sold to customers on a subscription basis. Using
iRules, Versafe code is injected transparently into traffic between applications and clients, protecting organizations
and their end users from a full range of malware and online threats, on all devices, without any impact to the user
experience. As their names imply, WebSafe helps organizations identify and protect against all web-based threat
types, and MobileSafe protects against advanced threats targeting the mobile user.
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All of our purpose-built hardware products are designed to enhance the performance of our software. Currently we
offer two types of hardware configurations: BIG-IP appliances; and our chassis-based VIPRION products. Both
BIG-IP and VIPRION run TMOS and support all of our product software modules. We also sell specialty appliances
that integrate specific software services and are only available as standalone products.
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Data sheets for all of our hardware platforms are available in the products section of our website.
BIG-IP Appliances
Products in our family of BIG-IP Application Delivery Controllers differ primarily in their performance
characteristics resulting from the hardware components and configurations that make up each system. Over the course
of the past year we have revamped our entire family of BIG-IP appliances. The new line is comprised of the BIG-IP
2000 series, BIG-IP 4000 series, BIG-IP 5000 series, BIG-IP 7000 series and BIG-IP 10000 series.
VIPRION Chassis-Based Systems
Currently we offer three chassis-based systems: VIPRION 4800, VIPRION 4480 and VIPRION 2400. VIPRION’s
unique architecture distributes traffic across all available processors and allows customers to add or remove blades
without disrupting traffic. It also helps customers simplify their networks by consolidating ADCs, saving management
costs as well as power, space, and cooling in the datacenter.

•

VIPRION 4800: With slots for up to 8 blades and the capability to host up to 48 vCMP instances, VIPRION 4800 is
designed to meet the needs of the largest service providers, enterprises, and web-based businesses, delivering massive
performance and scalability and enabling the consolidation of multiple application delivery services on a single
footprint.

•VIPRION 4480: NEBS certified and designed with carrier-grade reliability in mind, the 4-slot VIPRION 4480 is
equipped with the same high-performance blades as VIPRION 4800 and can support up to 24 vCMP instances.

•
VIPRION 2400: Designed for midsize to large enterprises, VIPRION 2400 combines affordability and scalability in a
4-slot chassis that gives customers the flexibility to add performance on demand while managing cost. A fully-loaded
VIPRION 2400 chassis can deliver 160 Gbps throughput and support up to 16 vCMP instances.
VIPRION products support all the features, functions and capabilities of TMOS, including clustered multiprocessing
(CMP), virtual clustered multiprocessing (vCMP), and device service clustering (DSC).
Specialty Appliances

•

Access Policy Manager (APM), which is available as a software module on our BIG-IP and VIPRION platforms, is
also available as a standalone appliance. BIG-IP APM 2000 is a flexible, high-performance access and security
solution that provides unified global access to business-critical applications and networks. APM consolidates remote
access, mobile application and device management, web access management, VDI, and other resources in a single
policy control point that provides easy-to-manage access policies. APM is also the first remote access solution to
deliver full support for both IPv4 and IPv6.

•

BIG-IP Edge Gateway is an advanced remote access product that provides context-aware, policy controlled, secure
remote access to applications at LAN speed. Edge Gateway integrates our SSL VPN remote access technology with
application acceleration and optimization services at the edge of the network, giving customers remote access, access
control, site-to-site security, and application acceleration on one efficient, scalable, cost-effective platform. An
optional endpoint security service validates client devices with policy to protect organizations from viruses or
malware infections, accidental data loss, and rogue device access. Edge Gateway is available as a standalone solution
across our BIG-IP platforms.

•

Traffix Signaling Delivery Controller: The Diameter signaling protocol is a de facto standard adopted by service
providers to deal with the massive increase in signaling traffic that has accompanied the mobile industry’s transition to
4G/LTE networks. The Traffix Signaling Delivery Controller (SDC) is a single software platform consolidating
Traffix’s widely deployed Diameter Gateway, Diameter Load Balancer and Diameter Router solutions to deliver
cost-effective connectivity, scalability and control to service providers migrating from legacy infrastructures to LTE
and IMS networks. Traffix SDC solutions include interoperability of legacy and next-generation networks, mobile and
fixed elements, and all third-party vendors.
Management and Orchestration

•

Enterprise Manager 4000 provides a single, centralized management console for our application delivery services.
Enterprise Manager allows customers with dozens or hundreds of our products to discover and view those products in
a single window, and to upgrade or modify those products simultaneously. This lowers the cost and simplifies the task
of deploying, managing and maintaining our products and reduces the likelihood of error when blanket changes are
implemented.
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•
BIG-IQ is an intelligent management framework that simplifies the process of deploying and optimizing our
application delivery services. Analogous to TMOS, BIG-IQ is a software platform designed to support multiple
management modules. Currently we offer two BIG-IQ modules:

◦
BIG-IQ Cloud automates and orchestrates the deployment of application delivery services on F5 products across
traditional data centers or public, private, and hybrid cloud infrastructures, enabling customers to deploy and manage
application delivery services in a fast, consistent, and repeatable manner, regardless of the underlying infrastructure.

◦

BIG-IQ Security consolidates firewall policy management across multiple Advanced Firewall Manager (AFM)
devices, reducing IT overhead and increasing operational scalability by letting customers create new firewall policies,
modify existing policies, push policy changes to selected firewall devices and monitor the effectiveness of each
device from a single point of control.
Data Solutions
Our ARX product family is a series of high performance, enterprise-class, intelligent file virtualization devices that
simplify the management of file storage environments and lower total storage costs by automating data management
tasks and eliminating the disruption associated with storage management operations. We also offer ARX Cloud
Extender, a software solution that works in concert with the automated storage tiering capabilities of ARX to extend
the file storage infrastructure seamlessly from the data center to the cloud.
Product Development
We believe our future success depends on our ability to maintain technology leadership by continuing to improve our
products and by developing new products to meet the changing needs of our customers. Our product development
organization employs a standard process for the development, documentation and quality control of software and
systems that is designed to meet these goals. This process includes working with our business development and
marketing teams, product managers, customers and partners to identify new or improved solutions that meet the
evolving needs of our addressable markets.
Our principal software engineering team is located in our headquarters in Seattle, Washington. Product development
for APM, PEM and AAM is located in San Jose, California. ASM, Traffix SDC and Versafe product development is
located in Tel Aviv, Israel. ARX product development is in Lowell, Massachusetts. Our hardware engineering team is
located in Spokane, Washington. In addition, we maintain a dedicated facility for product testing and quality control
in Tomsk, Russia. Members of all our product development teams collaborate closely with one another to ensure the
interoperability and performance of our hardware and software systems.
During the fiscal years ended September 30, 2013, 2012 and 2011, we had research and product development
expenses of $209.6 million, $177.4 million, and $138.9 million, respectively.
Customers
Our customers include a wide variety of enterprise and service providers among Fortune 1000 and Business Week
Global 1000 companies, including those in technology, telecommunications, financial services, transportation,
education, manufacturing and healthcare, along with government customers. In fiscal year 2013, sales outside of the
Americas represented 42.5% of our net revenues. Refer to Note 10 of our consolidated financial statements included
in this Annual Report on Form 10-K for additional information regarding our revenues by geographic area.
Sales and Marketing
Sales
We sell our products and services to large enterprise customers and service providers through a variety of channels,
including distributors, value-added resellers (VARs) and systems integrators. A substantial amount of our revenue for
fiscal year 2013 was derived from these channel sales. Our sales teams work closely with our channel partners and
also sell our products and services directly to major accounts.
F5 sales teams. Our inside sales team generates and qualifies leads for regional sales managers and helps manage
accounts by serving as a liaison between the field and internal corporate resources. Our field sales personnel are
located in major cities in four sales regions: the Americas (primarily the United States); Europe, the Middle East, and
Africa (EMEA); Japan; and the Asia Pacific region (APAC). Field sales personnel work closely with our channel
partners to assist them, as necessary, in the sale of our products and services to their customers. We also sell our
products and services directly to customers, primarily large enterprises, whose accounts are managed by our major
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engineers support our regional sales managers and channel partners by participating in joint sales calls and providing
pre-sale technical resources as needed.
Distributors and VARs. As a key component of our sales strategy, we have established relationships with a number of
large national and international distributors, local and specialized distributors and VARs. We derive a majority of our
product sales from VARs and rely on our large distributors primarily for fulfillment.
Our agreements with these channel partners are not exclusive and do not prevent them from selling competitive
products. These agreements typically have terms of one year with no obligation to renew, and typically do not provide
for exclusive sales territories or minimum purchase requirements.
For fiscal year 2013, sales to three of our worldwide distributors, Avnet Technology Solutions, Ingram Micro, Inc.
and Westcon Group, Inc. represented 16.6%, 15.7% and 11.8% of our total revenues, respectively. Our agreements
with these distributors are standard, non-exclusive distribution agreements that renew automatically on an annual basis
and generally can be terminated by either party with 30 days written notice prior to the start of any renewal term. The
agreements grant Avnet Technology Solutions, Ingram Micro, Inc. and Westcon Group, Inc. the right to distribute our
products to resellers in North America and certain other territories internationally, with no minimum purchase
requirements.
Systems integrators. We also market our products through strategic relationships with systems integrators, including
Dell Services, HP Enterprise Services and IBM Global Services, who include our products as core components of
application or network-based solutions they deploy for their customers. In most cases, systems integrators do not
directly purchase our products for resale to their customers. Instead they typically recommend our products as part of
broader solutions, such as enterprise resource planning (ERP) or customer relationship management (CRM) solutions
that incorporate our products for high availability and enhanced performance.
Resellers and Technology Partners. Historically, our ability to compete with much larger companies such as Cisco
Systems has been strengthened through partnerships with large systems vendors such as Dell and Hewlett-Packard,
who resell our products, and through technology partnerships with large software vendors such as Microsoft, Oracle
and VMware, who recommend our products to their customers. Management of these relationships is the
responsibility of our business development team, a component of our sales organization, which closely monitors
technology companies in adjacent and complementary markets for opportunities to partner with those whose solutions
are complementary to ours and could enable us to expand our addressable market.
Marketing
Our marketing strategy is driven by the belief that our continued success depends on our ability to understand and
anticipate the dynamic needs of our addressable markets and to develop valuable solutions that meet those needs. In
line with this belief, our marketing organization works directly with customers, partners and our product development
teams to identify and create innovative solutions to further enhance our leadership position.
To support the growing number of developers using our products, including network and application architects, we
continue to promote and expand DevCentral, our on-line community website that provides technical resources to
customers, prospects and partners wanting to extend and optimize F5 solutions using iRules and iCall. A key aspect of
DevCentral is an on-line forum where developers as well as application and network architects discuss and share
solutions they have written with iRules and iCall. At the end of fiscal year 2013, DevCentral had more than 134,000
registered members.
We also engage in a number of marketing programs and initiatives aimed at promoting our brand and creating market
awareness of our technology and products. These include actively participating in industry trade shows and joint
marketing events with channel and technology partners, and briefing industry analysts and members of the trade press
on our latest products, business relationships and technology partnerships. In addition, we market our products to chief
information officers and other information technology professionals through targeted advertising, direct mail and
high-profile Web events.
Backlog
At the end of fiscal years 2013 and 2012, we had product backlog of approximately $57.9 million and $38.8 million,
respectively. Backlog represents orders confirmed with a purchase order for products to be shipped generally within
90 days to customers with approved credit status. Orders are subject to cancellation, rescheduling by customers or
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Customer Service and Technical Support
We believe that our ability to provide consistent, high-quality customer service and technical support is a key factor in
attracting and retaining large enterprise customers. Accordingly, we offer a broad range of support services that
include installation, phone support, hardware repair and replacement, software updates, online tools, consulting and
training services.
We provide these services directly to end users and also utilize a multi-tiered support model, leveraging the
capabilities of our channel partners when applicable. Our technical support staff is strategically located in regional
service centers to support our global customer base.
Prior to the installation of our products, our services personnel work with customers to analyze their network needs
and determine the best way to deploy our products and configure product features and functions to meet those needs.
Our services personnel also provide on-site installation and training services to help customers make optimal use of
product features and functions.
Our customers typically purchase a one-year maintenance contract which entitles them to an array of services
provided by our technical support team. Maintenance services provided under the contract include online updates,
software error correction releases, hardware repair and replacement, and, in the majority of cases, round-the-clock call
center support. Free updates of our software are available to customers with a current maintenance contract. Our
technical support team also offers seminars and training classes for customers on the configuration and use of
products, including local and wide area network system administration and management. In addition, we have a
professional services team able to provide a full range of fee-based consulting services, including comprehensive
network management, documentation and performance analysis, and capacity planning to assist in predicting future
network requirements.
As part of our maintenance service, we offer an online, automated, self-help customer support function called “Ask F5”
that provides answers to many commonly asked questions, allowing customers to get information and solve problems
quickly while significantly reducing the number of calls to our support desk. This enables us to provide
comprehensive customer support while keeping our support-related expenses at a manageable, consistent level. We
also offer an online service called iHealth, which allows customers to diagnose up-to-the-minute snapshots of their
BIG-IP systems. Diagnoses include tailored feedback about configuration issues or code defects, a description of the
issue, recommendations for resolution, and a link to further information in the AskF5™ Knowledge Base.
Manufacturing
We outsource the manufacturing of our pre-configured hardware platforms to third party contract manufacturers for
assembly according to our specifications.
Flextronics manufactures our ADC product line, and Sanmina-SCI manufactures our ARX product line. The
subcontracting activity at Flextronics and Sanmina-SCI encompasses prototype builds, full production and direct
fulfillment. Our contract manufacturers perform the following activities on our behalf; material procurement, PCB
assembly and test, final assembly, system test, quality control, direct shipment and warranty repairs. We provide a
rolling forecast that allows our contract manufacturers to stock component parts and other materials, plan capacity and
build finished goods inventory in anticipation of end user demand. Each of the contract manufacturers procures
components in volumes consistent with our forecast, necessary to assemble the products and tests the products
according to our specifications. Products are then shipped to our distributors, value-added resellers, or end users.
Generally, we do not own the components. Title to the products transfers from the contract manufacturers to us and
then to our customers upon delivery at a designated shipment location. If the components are unused or the products
are not sold within specified periods of time, we may incur carrying charges or obsolete material charges for
components that our contract manufacturers purchased to build products to meet our forecast or customer orders.
Hardware platforms for our products consist primarily of commodity parts and certain custom components designed
and approved by our hardware engineering group. Most of our components are purchased from sources which we
believe are readily available from other suppliers. However, several components used in the assembly of our products
are purchased from a single or limited source.
Certain sub-assembly and testing processes of our ADC products are performed at Flextronics' facility in ZhuHai,
China. The majority of our sub-assemblies are shipped to Flextronics' Milpitas, California plant for configuration and
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Competition
The expanding capabilities of our product offerings have enabled us to address a growing array of market
opportunities, many of which are outside the bounds of the application delivery networking market as defined and
measured by industry analysts such as Gartner Group, Dell’Oro and others. In addition to server load-balancing and
other functions normally associated with application delivery, our suite of integrated product modules has expanded
our addressable market into security, WAN optimization, application acceleration, policy management, and Diameter
signaling, where we compete with a growing number of companies not included among traditional ADC vendors. The
ability to create custom network services using iRules and iCall has also enabled us, our customers, and our partners
to design solutions to problems for which there is no off-the-shelf solution. As a result, we believe the traditional
definitions of our market do not encompass all of the features, functions and capabilities of our products or accurately
represent the addressable market for those products.
Within the more narrowly defined traditional ADC market, several companies sell server load-balancing products.
These include Brocade Communications Systems, Inc., Citrix Systems, Inc., Radware Ltd., and a number of smaller
competitors: A10 Networks, Array Networks, Inc., Barracuda Networks, Inc., and Riverbed Technology.
In related ADC markets we compete with the following:
•Cisco, Juniper Networks and Checkpoint Systems, in the network firewall market;
•Cisco and Juniper in the secure remote access market;
•Imperva and Citrix in the web application firewall market;
•Cisco, Juniper and A10 in Carrier Grade NAT;
•Procera, Allot, Sandvine and other DPI vendors with our PEM offerings;
•Riverbed Technology and Silver Peak Systems in the WAN optimization and application acceleration market; and
•Oracle via the acquisition of Tekelec and Acme Packet in the Diameter signaling market.
The principal competitive factors in the markets in which we compete include product features and performance,
customer support, brand recognition, the scope of distribution and sales channels and pricing. Certain of our
competitors have and may in the future adopt aggressive pricing policies to gain market share. However, because of
the superior performance, broad functionality and unique capabilities of our products, which have resulted in high
levels of customer satisfaction and growing brand awareness, we believe that we can and will compete effectively
against such pricing policies.
Intellectual Property
We rely on a combination of patent, copyright, trademark and trade secret laws and restrictions on disclosure to
protect our intellectual property rights. We have obtained 176 patents in the United States, 13 foreign patents and have
applications pending for various aspects of our technology. Our future success depends in part on our ability to protect
our proprietary rights to the technologies used in our principal products. Despite our efforts to protect our proprietary
rights, unauthorized parties may attempt to copy aspects of our products or to obtain and use trade secrets or other
information that we regard as proprietary. In addition, the laws of some foreign countries do not protect our
proprietary rights as fully as do the laws of the United States. Any issued patent may not preserve our proprietary
position, and competitors or others may develop technologies similar to or superior to our technology. Our failure to
enforce and protect our intellectual property rights could harm our business, operating results and financial condition.
In addition to our own proprietary software, we incorporate software licensed from several third-party sources into our
products. These are generally term licenses which may renew annually and that generally provide for certain rights
and licenses to support our customers post termination. While we may not be able to renew certain of these licenses in
the future, we believe that alternative technologies for these licenses are available both domestically and
internationally.
Employees
As of September 30, 2013, we had 3,356 full-time employees, including 920 in product development, 1,319 in sales
and marketing, 770 in professional services and technical support and 347 in accounting and finance, administration
and operations. None of our employees is represented by a labor union. We have experienced no work stoppages and
believe that our employee relations are good.
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Executive Officers of the Registrant
The following table sets forth certain information with respect to our executive officers as of November 22, 2013:

Name Age Position
John McAdam 62 President, Chief Executive Officer and Director
Edward J. Eames 55 Executive Vice President of Business Operations
David Feringa 51 Executive Vice President of Worldwide Sales
Andy Reinland 49 Executive Vice President and Chief Financial Officer
Manuel F. Rivelo 49 Executive Vice President, Strategic Solutions
Karl Triebes 46 Executive Vice President of Product Development and Chief Technical Officer
John McAdam has served as our President, Chief Executive Officer and a director since July 2000. Prior to joining us,
Mr. McAdam served as General Manager of the Web server sales business at International Business Machines
Corporation from September 1999 to July 2000. From January 1995 until August 1999, Mr. McAdam served as the
President and Chief Operating Officer of Sequent Computer Systems, Inc., a manufacturer of high-end open systems,
which was sold to International Business Machines Corporation in September 1999. Mr. McAdam holds a B.S. in
Computer Science from the University of Glasgow, Scotland.
Edward J. Eames has served as our Executive Vice President of Business Operations since January 2001 and as our
Vice President of Professional Services from October 2000 to January 2001. From September 1999 to October 2000,
Mr. Eames served as Vice President of e-Business Services for International Business Machines Corporation. From
June 1992 to September 1999, Mr. Eames served as the European Services Director and the Worldwide Vice President
of Customer Service for Sequent Computer Systems, Inc., a manufacturer of high-end open systems. Mr. Eames holds
a Higher National Diploma in Business Studies from Bristol Polytechnic and in 1994 completed the Senior Executive
Program at the London Business School.
David Feringa has served as our Executive Vice President of Worldwide Sales since May 2012. He joined F5
Networks in December 2004 as Regional Vice President of Sales for the Eastern U.S. and has assumed multiple sales
leadership roles during his tenure at F5. He was appointed Vice President of North America Sales in October 2007
and Senior Vice President of Americas Sales in January 2012. Prior to joining F5, Mr. Feringa served in senior sales
and business development positions for 20 years at technology companies including Cisco Systems, Inc. and Lucent
Technologies. Mr. Feringa holds a B.A. from Wake Forest University.
Andy Reinland has served as our Executive Vice President and Chief Financial Officer since October 2012. For SEC
reporting purposes, Mr. Reinland is the principal financial officer. From October 2005 to October 2012, Mr. Reinland
served as our Executive Vice President and Chief Finance Officer. Mr. Reinland joined F5 in 1998 as a senior
financial analyst and served as our Vice President of Finance from January 2004 to October 2005. Prior to joining F5,
Mr. Reinland was Chief Financial Officer for RTIME, Inc., a developer of real-time 3D software for Internet
applications, which was acquired by Sony. Mr. Reinland started his career in public accounting. Mr. Reinland holds a
B.A. in Business from Washington State University.
Manuel F. Rivelo has served as Executive Vice President of Strategic Solutions at F5 Networks since October
2011. Mr. Rivelo is responsible for the Company's Product Management, Marketing, Business and Corporate
Development. Prior to joining F5, Mr. Rivelo served as Senior Vice President — Engineering Operations and Systems
for Cisco Systems, Inc. During his 19-year career at Cisco, Rivelo was a member of the Cisco Development Counsel,
the senior leadership team of the Cisco Development Organization. While at Cisco, he also served as head of the
worldwide systems engineering organization. His managerial career spans over 25 years in product engineering,
strategic planning, business operations, field engineering sales and IT. Rivelo serves on the Board of Directors of
Apollo Group, Inc., one of the world’s largest private education providers. He holds a bachelor’s and master’s degree in
Electrical Engineering from the Stevens Institute of Technology.
Karl Triebes has served as our Executive Vice President of Product Development and Chief Technical Officer since
August 2004. Prior to joining us, Mr. Triebes served as Chief Technology Officer and Vice President of Engineering
of Foundry Networks, Inc. from January 2003 to August 2004. From June 2001 to January 2003, he served as
Foundry’s Vice President of Hardware Engineering. From May 2000 to June 2001, Mr. Triebes was Vice President of
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Vice President of Newbridge Networks Corp., a networking company subsequently acquired by Alcatel. Mr. Triebes
holds a B.S. in Electrical Engineering from San Diego State University.
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Item 1A. Risk Factors
In addition to the other information in this report, the following risk factors should be carefully considered in
evaluating our company and its business.
Our quarterly and annual operating results may fluctuate in future periods, which may cause our stock price to
fluctuate
Our quarterly and annual operating results have varied significantly in the past and could vary significantly in the
future, which makes it difficult for us to predict our future operating results. Our operating results may fluctuate due to
a variety of factors, many of which are outside of our control, including the changing and recently volatile U.S. and
global economic environment, which may cause our stock price to fluctuate. In particular, we anticipate that the size
of customer orders may increase as we continue to focus on larger business accounts. A delay in the recognition of
revenue, even from just one account, may have a significant negative impact on our results of operations for a given
period. In the past, a majority of our sales have been realized near the end of a quarter. Accordingly, a delay in an
anticipated sale past the end of a particular quarter may negatively impact our results of operations for that quarter, or
in some cases, that fiscal year. Additionally, we have exposure to the credit risks of some of our customers and
sub-tenants. Although we have programs in place that are designed to monitor and mitigate the associated risk, there
can be no assurance that such programs will be effective in reducing our credit risks adequately. We monitor
individual payment capability in granting credit arrangements, seek to limit the total credit to amounts we believe our
customers can pay and maintain reserves we believe are adequate to cover exposure for potential losses. If there is a
deterioration of a sub-tenant’s or a major customer’s creditworthiness or actual defaults are higher than expected, future
losses, if incurred, could harm our business and have a material adverse effect on our operating results. Further, our
operating results may be below the expectations of securities analysts and investors in future quarters or years. Our
failure to meet these expectations will likely harm the market price of our common stock. Such a decline could occur,
and has occurred in the past, even when we have met our publicly stated revenue and/or earnings guidance.
Our stock price could be volatile, particularly during times of economic uncertainty and volatility in domestic and
international stock markets
Our stock price has been volatile and has fluctuated significantly in the past. The trading price of our stock is likely to
continue to be volatile and subject to fluctuations in the future. Some of the factors that could significantly affect the
market price of our stock include:
•Actual or anticipated variations in operating and financial results
•Analyst reports or recommendations

•Rumors, announcements or press articles regarding our competitors’ operations, management, organization, financial
condition or financial statements and
•Other events or factors, many of which are beyond our control.
The stock market in general and the market for technology companies in particular, have experienced extreme price
and volume fluctuations. These fluctuations have often been unrelated or disproportionate to operating performance.
The fluctuations may continue in the future and this could significantly impact the value of our stock and your
investment.
Our business could be adversely impacted by conditions affecting the information technology market
A substantial portion of our business depends on the demand for information technology by large enterprise customers
and service providers, the overall economic health of our current and prospective customers and the continued growth
and evolution of the Internet. international, national, regional and local economic conditions, such as recessionary
economic cycles, protracted economic slowdown or further deterioration of the economy could adversely impact
demand for our products. Demand for our products and services depends substantially upon the general demand for
application delivery products and associated services, which fluctuates based on numerous factors, including capital
spending levels and growth of our current and prospective customers, as well as general economic conditions.
Moreover, the purchase of our products is often discretionary and may involve a significant commitment of capital
and other resources. Future economic projections for the information technology sector are uncertain as companies
continue to reassess their spending for technology projects and embrace new models for delivery of IT services. As
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Industry consolidation may result in increased competition
Some of our competitors have made acquisitions or entered into partnerships or other strategic relationships to offer a
more comprehensive solution than they had previously offered. Additionally, as IT companies attempt to strengthen or
maintain their market positions in the evolving application delivery, mobility, cloud networking and cloud platform
markets, these companies continue to seek to deliver comprehensive IT solutions to end users and combine
enterprise-level hardware and software solutions that may compete with our solutions. These consolidators or
potential consolidators may have significantly greater financial, technical and other resources than we do and may be
better positioned to acquire and offer complementary products and services. The companies resulting from these
possible combinations may create more compelling product and service offerings and be able to offer greater pricing
flexibility or sales and marketing support for such offerings than we can. These heightened competitive pressures
could result in a loss of customers or a reduction in our revenues or revenue growth rates, all of which could adversely
affect our business, results of operations and financial condition.
In addition to other risks listed in this “Risk Factors” section, factors that may affect our operating results include, but
are not limited to:

• fluctuations in demand for our products and services due to changing market conditions, pricing conditions,
technology evolution, seasonality, or other changes in the global economic environment;

•changes or fluctuations in sales and implementation cycles for our products and services;
•reduced visibility into our customers’ spending and implementation plans;
•reductions in customers’ budgets for data center and other IT purchases or delays in these purchases;
•fluctuations in our gross margins, including the factors described herein, which may contribute to such fluctuations;

•our ability to control costs, including operating expenses, the costs of hardware and software components, and other
manufacturing costs;

•our ability to develop, introduce and gain market acceptance of new products, technologies and services, and our
success in new and evolving markets;

•any significant changes in the competitive environment, including the entry of new competitors or the substantial
discounting of products or services;
•the timing and execution of product transitions or new product introductions, and related inventory costs;
•variations in sales channels, product costs, or mix of products sold;

•our ability to establish and manage our distribution channels, and the effectiveness of any changes we make to our
distribution model;

•the ability of our contract manufacturers and suppliers to provide component parts, hardware platforms and other
products in a timely manner;
•benefits anticipated from our investments in sales, marketing, product development, manufacturing or other activities;
•changes in tax laws or regulations, or other accounting rules; and
•general economic conditions, both domestically and in our foreign markets.
Our success depends on our timely development of new products and features, market acceptance of new product
offerings and proper management of the timing of the life cycle of our products
The markets for our products and services are characterized by:
•rapid technological change;
•evolving industry standards;
•fluctuations in customer demand;
•changes in customer requirements; and
•frequent new product and service introductions and enhancements.
Our continued success depends on our ability to identify and develop new products and new features for our existing
products to meet the demands of these changes, and the acceptance of those products and features by our existing and
target
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customers. If we are unable to identify, develop and deploy new products and new product features on a timely basis,
our business and results of operations may be harmed.
The current development cycle for our products is on average 12-24 months. The introduction of new products or
product enhancements may shorten the life cycle of our existing products, or replace sales of some of our current
products, thereby offsetting the benefit of even a successful product introduction, and may cause customers to defer
purchasing our existing products in anticipation of the new products. This could harm our operating results by
decreasing sales, increasing our inventory levels of older products and exposing us to greater risk of product
obsolescence. We have also experienced, and may in the future experience, delays in developing and releasing new
products and product enhancements. This has led to, and may in the future lead to, delayed sales, increased expenses
and lower quarterly revenue than anticipated. Also, in the development of our products, we have experienced delays in
the prototyping of our products, which in turn has led to delays in product introductions. In addition, complexity and
difficulties in managing product transitions at the end-of-life stage of a product can create excess inventory of
components associated with the outgoing product that can lead to increased expenses. Any or all of the above
problems could materially harm our business and results of operations.
Our success depends on sales and continued innovation of our application delivery networking product lines
For the fiscal year ended September 30, 2013, we derived approximately 99.3% of our net product revenues, or
approximately 53.5% of our total net revenues, from sales of our application delivery networking (ADN) product
lines. We expect to continue to derive a significant portion of our net revenues from sales of our ADN products in the
future. Implementation of our strategy depends upon these products being able to solve critical network availability,
performance and security problems for our customers. If our ADN products are unable to solve these problems for our
customers or if we are unable to sustain the high levels of innovation in our ADN product feature set needed to
maintain leadership in what will continue to be a competitive market environment, our business and results of
operations will be harmed.
We may not be able to compete effectively in the emerging application delivery networking and file virtualization
markets
The markets we serve are new, rapidly evolving and highly competitive, and we expect competition to persist and
intensify in the future. Our principal competitors in the application delivery networking market include Brocade
Communications Systems, Inc., Cisco Systems, Inc., Citrix Systems, Inc., Radware Ltd. and A10 Networks. In related
ADC markets, we compete with the following:
•Cisco, Juniper Networks and Checkpoint Systems, in the network firewall market;
•Cisco and Juniper in the secure remote access market;
•Imperva and Citrix in the web application firewall market;
•Cisco, Juniper and A10 in Carrier Grade NAT;
•Procera, Allot, Sandvine and other DPI vendors with our PEM offerings;
•Riverbed Technology and Silver Peak Systems in the WAN optimization and application acceleration market; and
•Oracle via the acquisition of Tekelec and Acme Packet in the Diameter signaling market.
We expect to continue to face additional competition as new participants enter our markets. As we continue to expand
globally, we may see new competitors in different geographic regions. In addition, larger companies with significant
resources, brand recognition, and sales channels may form alliances with or acquire competing application delivery
networking solutions from other companies and emerge as significant competitors. Potential competitors may bundle
their products or incorporate an Internet traffic management or security component into existing products in a manner
that discourages users from purchasing our products. Any of these circumstances may limit our opportunities for
growth and negatively impact our financial performance.
The average selling price of our products may decrease and our costs may increase, which may negatively impact
gross profits
It is possible that the average selling prices of our products will decrease in the future in response to competitive
pricing pressures, increased sales discounts, new product introductions by us or our competitors or other factors.
Therefore, in order to maintain our gross profits, we must develop and introduce new products and product
enhancements on a timely basis and continually reduce our product costs. Our failure to do so will cause our net
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It is difficult to predict our future operating results because we have an unpredictable sales cycle
Our products have a lengthy sales cycle and the timing of our revenue is difficult to predict. Historically, our sales
cycle has ranged from approximately two to three months and has tended to lengthen as we have increasingly focused
our sales efforts on the enterprise market. Also, as our distribution strategy has evolved into more of a channel model,
utilizing value-added resellers, distributors and systems integrators, the level of variability in the length of sales cycle
across transactions has increased and made it more difficult to predict the timing of many of our sales transactions.
Sales of our products require us to educate potential customers in their use and benefits. Sales of our products are
subject to delays from the lengthy internal budgeting, approval and competitive evaluation processes that large
corporations and governmental entities may require. For example, customers frequently begin by evaluating our
products on a limited basis and devote time and resources to testing our products before they decide whether or not to
purchase. Customers may also defer orders as a result of anticipated releases of new products or enhancements by our
competitors or us. As a result, our products have an unpredictable sales cycle that contributes to the uncertainty of our
future operating results.
Our business may be harmed if our contract manufacturers are not able to provide us with adequate supplies of our
products or if a single source of hardware assembly is lost or impaired
We outsource the manufacturing of our hardware platforms to third party contract manufacturers who assemble these
hardware platforms to our specifications. We have experienced minor delays in shipments from contract
manufacturers in the past. However, if we experience major delays in the future or other problems, such as inferior
quality and insufficient quantity of product, any one or a combination of these factors may harm our business and
results of operations. The inability of our contract manufacturers to provide us with adequate supplies of our products
or the loss of one or more of our contract manufacturers may cause a delay in our ability to fulfill orders while we
obtain a replacement manufacturer and may harm our business and results of operations. In particular, we currently
subcontract manufacturing of our application delivery networking products to a single contract manufacturer with
whom we do not have a long-term contract. If our arrangement with this single source of hardware assembly was
terminated or otherwise impaired, and we were not able to engage another contract manufacturer in a timely manner,
our business, financial condition and results of operation could be adversely affected.
If the demand for our products grows, we will need to increase our raw material and component purchases, contract
manufacturing capacity and internal test and quality control functions. Any disruptions in product flow may limit our
revenue, may harm our competitive position and may result in additional costs or cancellation of orders by our
customers.
Our business could suffer if there are any interruptions or delays in the supply of hardware components from our
third-party sources
We currently purchase several hardware components used in the assembly of our products from a number of single or
limited sources. Lead times for these components vary significantly. The unavailability of suitable components, any
interruption or delay in the supply of any of these hardware components or the inability to procure a similar
component from alternate sources at acceptable prices within a reasonable time, may delay assembly and sales of our
products and, hence, our revenues, and may harm our business and results of operations.
We are subject to governmental export and import controls that could subject us to liability or impair our ability to
compete in international markets
Our products are subject to U.S. export controls and may be exported outside the U.S. only with the required level of
export license or through an export license exception because we incorporate encryption technology into our products.
In addition, various countries regulate the import of certain encryption technology and have enacted laws that could
limit our ability to distribute our products or our customers’ ability to implement our products in those countries.
Changes in our products or changes in export and import regulations may create delays in the introduction of our
products in international markets, prevent our customers with international operations from deploying our products
throughout their global systems or, in some cases, prevent the export or import of our products to certain countries
altogether. Any change in export or import regulations or related legislation, shift in approach to the enforcement or
scope of existing regulations or change in the countries, persons or technologies targeted by such regulations, could
result in decreased use of our products by, or in our decreased ability to export or sell our products to, existing or
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Reliance on shipments at the end of the quarter could cause our revenue for the applicable period to fall below
expected levels
As a result of customer buying patterns and the efforts of our sales force and channel partners to meet or exceed their
sales objectives, we have historically received a substantial portion of sales orders and generated a substantial portion
of revenue during the last few weeks of each fiscal quarter. In addition, any significant interruption in our information
technology systems, which manage critical functions such as order processing, revenue recognition, financial
forecasts, inventory and supply chain management, and trade compliance reviews, could result in delayed order
fulfillment and decreased revenue for that fiscal quarter. If expected revenue at the end of any fiscal quarter is delayed
for any reason, including the failure of anticipated purchase orders to materialize, our third party contract
manufacturers’ inability to manufacture and ship products prior to fiscal quarter-end to fulfill purchase orders received
near the end of the fiscal quarter, our failure to manage inventory to meet demand, our inability to release new
products on schedule, any failure of our systems related to order review and processing, or any delays in shipments
based on trade compliance requirements, our revenue for that quarter could fall below our expectations, resulting in a
decline in the trading price of our common stock.
We may not be able to adequately protect our intellectual property, and our products may infringe on the intellectual
property rights of third parties
We rely on a combination of patent, copyright, trademark and trade secret laws, and restrictions on disclosure of
confidential and proprietary information to protect our intellectual property rights. Despite our efforts to protect our
proprietary rights, unauthorized parties may attempt to copy or otherwise obtain and use our products or technology.
Monitoring unauthorized use of our products is difficult, and we cannot be certain that the steps we have taken will
prevent misappropriation of our technology, particularly in foreign countries where the laws may not protect our
proprietary rights as fully as in the United States.
Our industry is characterized by the existence of a large number of patents and frequent claims and related litigation
regarding patent and other intellectual property rights. In the ordinary course of our business, we are involved in
disputes and licensing discussions with others regarding their claimed proprietary rights and cannot provide assurance
that we will always successfully defend ourselves against such claims. We expect that infringement claims may
increase as the number of products and competitors in our market increases and overlaps occur. Also, as we have
gained greater visibility, market exposure and competitive success, we face a higher risk of being the subject of
intellectual property infringement claims. If we are found to infringe the proprietary rights of others, or if we
otherwise settle such claims, we could be compelled to pay damages or royalties and either obtain a license to those
intellectual property rights or alter our products so that they no longer infringe upon such proprietary rights. Any
license could be very expensive to obtain or may not be available at all. Similarly, changing our products or processes
to avoid infringing upon the rights of others may be costly or impractical. In addition, we have initiated, and may in
the future initiate, claims or litigation against third parties for infringement of our proprietary rights, or to determine
the scope and validity of our proprietary rights or those of our competitors. Any of these claims, whether claims that
we are infringing the proprietary rights of others, or vice versa, with or without merit, may be time-consuming, result
in costly litigation and diversion of technical and management personnel or require us to cease using infringing
technology, develop non-infringing technology or enter into royalty or licensing agreements. Further, our license
agreements typically require us to indemnify our customers, distributors and resellers for infringement actions related
to our technology, which could cause us to become involved in infringement claims made against our customers,
distributors or resellers. Any of the above-described circumstances relating to intellectual property rights disputes
could result in our business and results of operations being harmed.
We incorporate open source software into our products. Although we monitor our use of open source closely, the
terms of many open source licenses have not been interpreted by U.S. courts, and there is a risk that such licenses
could be construed in a manner that could impose unanticipated conditions or restrictions on our ability to
commercialize our products. We could also be subject to similar conditions or restrictions should there be any changes
in the licensing terms of the open source software incorporated into our products. In either event, we could be required
to seek licenses from third parties in order to continue offering our products, to re-engineer our products or to
discontinue the sale of our products in the event re-engineering cannot be accomplished on a timely or successful
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Many of our products include intellectual property licensed from third parties. In the future, it may be necessary to
renew licenses for third party intellectual property or obtain new licenses for other technology. These third party
licenses may not be available to us on acceptable terms, if at all. The inability to obtain certain licenses, or litigation
regarding the interpretation or enforcement of license rights and related intellectual property issues, could have a
material adverse effect on our business, operating results and financial condition. Furthermore, we license some third
party intellectual property on a non-exclusive basis and this may limit our ability to protect our intellectual property
rights in our products.
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We may not be able to sustain or develop new distribution relationships, and a reduction or delay in sales to
significant distribution partners could hurt our business
We sell our products and services through multiple distribution channels in the United States and internationally,
including leading industry distributors, value-added resellers, systems integrators, service providers and other indirect
channel partners. We have a limited number of agreements with companies in these channels, and we may not be able
to increase our number of distribution relationships or maintain our existing relationships. Recruiting and retaining
qualified channel partners and training them in our technologies requires significant time and resources. These
channel partners may also market, sell and support products and services that are competitive with ours and may
devote more resources to the marketing, sales and support of such competitive products. Our indirect sales channel
structure could subject us to lawsuits, potential liability, and reputational harm if, for example, any of our channel
partners misrepresent the functionality of our products or services to customers or violate laws or our corporate
policies. If we are unable to establish or maintain our indirect sales channels, our business and results of operations
will be harmed. In addition, three worldwide distributors of our products accounted for 44.1% of our total net revenue
for fiscal year 2013. Two worldwide distributors of our products accounted for 30.9% of our total net revenue for
fiscal year 2012. A substantial reduction or delay in sales of our products to these distribution partners, if not replaced
by sales to other indirect channel partners and distributors, could harm our business, operating results and financial
condition.
Undetected software or hardware errors or security vulnerabilities may harm our business and results of operations
Our products may contain undetected errors or defects when first introduced or as new versions are released. We have
experienced these errors or defects in the past in connection with new products and product upgrades. We expect that
these errors or defects will be found from time to time in new or enhanced products after commencement of
commercial shipments. These problems may cause us to incur significant warranty and repair costs, divert the
attention of our engineering personnel from our product development efforts and cause significant customer relations
problems. We may also be subject to liability claims for damages related to product errors or defects. While we carry
insurance policies covering this type of liability, these policies may not provide sufficient protection should a claim be
asserted. A material product liability claim may harm our business and results of operations.
Our products must successfully operate with products from other vendors. As a result, when problems occur in a
network, it may be difficult to identify the source of the problem. The occurrence of software or hardware problems,
whether caused by our products or another vendor’s products, may result in the delay or loss of market acceptance of
our products. The occurrence of any of these problems may harm our business and results of operations.
Our products are used to manage critical applications and data for customers and third parties may attempt to exploit
security vulnerabilities in our products. As we continue to focus on the development and marketing of security
solutions, we become a bigger target for malicious computer hackers who wish to exploit security vulnerabilities in
our products. These problems may cause us to incur significant remediation costs, divert the attention of our
engineering personnel from our product development efforts and cause significant customer relations problems.
Adverse publicity related to security vulnerabilities or damage to a customer’s operations due to exploitation of
security vulnerability in our products may harm our business and results of operations.
Any errors, defects or vulnerabilities in our products could result in:

•expenditures of significant financial and product development resources in efforts to analyze, correct, eliminate, or
work-around errors and defects or to address and eliminate vulnerabilities;
•loss of existing or potential customers or channel partners;
•delayed or lost revenue;
•delay or failure to attain market acceptance;

•an increase in warranty claims compared with our historical experience, or an increased cost of servicing warranty
claims, either of which would adversely affect our gross margins; and
•litigation, regulatory inquiries, or investigations that may be costly and harm our reputation.
We are dependent on various information technology systems, and failures of or interruptions to those systems could
harm our business
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third parties, and on interfaces with the systems of third parties. For example, our order entry system provides
information to the systems of our contract manufacturers, which enables them to build and ship our products. If those
systems fail or are
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interrupted, or if our ability to connect to or interact with one or more networks is interrupted, our processes may
function at a diminished level or not at all. This would harm our ability to ship products, and our financial results may
be harmed.
In addition, reconfiguring our IT systems or other business processes in response to changing business needs may be
time-consuming and costly. To the extent this impacted our ability to react timely to specific market or business
opportunities, our financial results may be harmed.
Our operating results are exposed to risks associated with international commerce
As our international sales increase, our operating results become more exposed to international operating risks.
Additionally, our international sales and operations are subject to a number of risks, including the following:
•greater difficulty in enforcing contracts and accounts receivable collection and longer collection periods;
•the uncertainty of protection for intellectual property rights in some countries;
•greater risk of unexpected changes in regulatory practices, tariffs, and tax laws and treaties;

•risks associated with trade restrictions and foreign legal requirements, including the importation, certification, and
localization of our products required in foreign countries;

•
greater risk of a failure of foreign employees, partners, distributors, and resellers to comply with both U.S. and foreign
laws, including antitrust regulations, the U.S. Foreign Corrupt Practices Act, and any trade regulations ensuring fair
trade practices;

•heightened risk of unfair or corrupt business practices in certain geographies and of improper or fraudulent sales
arrangements that may impact financial results and result in restatements of, or irregularities in, financial statements;

•increased expenses incurred in establishing and maintaining office space and equipment for our international
operations;
•greater difficulty in recruiting local experienced personnel, and the costs and expenses associated with such activities;

• management communication and integration problems resulting from cultural and geographic
dispersion;

• fluctuations in exchange rates between the U.S. dollar and foreign currencies in markets where we do
business;

•economic uncertainty around the world, including continued economic uncertainty as a result of sovereign debt issues
in Europe; and
•general economic and political conditions in these foreign markets.
We must hire and train experienced personnel to staff and manage our foreign operations. To the extent that we
experience difficulties in recruiting, training, managing, and retaining an international staff, and specifically staff
related to sales management and sales personnel, we may experience difficulties in sales productivity in foreign
markets. We also enter into strategic distributor and reseller relationships with companies in certain international
markets where we do not have a local presence. If we are not able to maintain successful strategic distributor
relationships internationally or recruit additional companies to enter into strategic distributor relationships, our future
success in these international markets could be limited. Business practices in the international markets that we serve
may differ from those in the United States and may require us in the future to include terms other than our standard
terms in customer contracts. We intend to continue expanding into international markets. Sales outside of the
Americas represented 42.5% and 42.4% of our net revenues for the fiscal years ended September 30, 2013 and 2012,
respectively.
These factors and other factors could harm our ability to gain future international revenues and, consequently,
materially impact our business, operating results, and financial condition. The expansion of our existing international
operations and entry into additional international markets will require significant management attention and financial
resources. Our failure to successfully manage our international operations and the associated risks effectively could
limit the future growth of our business.
A portion of our revenue is generated by sales to government entities, which are subject to a number of challenges and
risks
Sales to U.S. and foreign, federal, state, and local governmental agency end-customers account for a significant
portion of our revenues and we may in the future increase sales to government entities. Sales to government entities
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a sale. The substantial majority of our sales to date to government entities have been made indirectly through our
channel partners. Government certification
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requirements for products like ours may change, thereby restricting our ability to sell into the federal government
sector until we have attained the revised certification. Government demand and payment for our products and services
may be impacted by public sector budgetary cycles and funding authorizations, with funding reductions or delays
adversely affecting public sector demand for our products and services. Government entities may have statutory,
contractual or other legal rights to terminate contracts with our distributors and resellers for convenience or due to a
default, and any such termination may adversely impact our future operating results. Governments routinely
investigate and audit government contractors’ administrative processes, and any unfavorable audit could result in the
government refusing to continue buying our products and services, a reduction of revenue or fines or civil or criminal
liability if the audit uncovers improper or illegal activities, which could adversely impact our operating results in a
material way. Finally, for purchases by the U.S. government, the government may require certain products to be
manufactured in the United States and other relatively high cost manufacturing locations, and we may not
manufacture all products in locations that meet the requirements of the U.S. government, affecting our ability to sell
these products to the U.S. government.
Our failure to adequately protect personal information could have a material adverse effect on our business
A wide variety of local, state, national, and international laws, directives and regulations apply to the collection, use,
retention, protection, disclosure, transfer, and other processing of personal data. These data protection and
privacy-related laws and regulations continue to evolve and may result in ever-increasing regulatory and public
scrutiny and escalating levels of enforcement and sanctions and increased costs of compliance. Our failure to comply
with applicable laws and regulations, or to protect such data, could result in enforcement action against us, including
fines, imprisonment of company officials and public censure, claims for damages by end-customers and other affected
individuals, damage to our reputation and loss of goodwill (both in relation to existing end-customers and prospective
end-customers), any of which could have a material adverse effect on our operations, financial performance, and
business. Changing definitions of personal data and personal information, within the European Union, the United
States, and elsewhere, especially relating to classification of IP addresses, machine identification, location data, and
other information, may limit or inhibit our ability to operate or expand our business, including limiting strategic
partnerships that may involve the sharing of data.
Misuse of our products could harm our reputation
Our products may be misused by end-customers or third parties that obtain access to our products. For example, our
products could be used to censor private access to certain information on the Internet. Such use of our products for
censorship could result in negative publicity and damage to our reputation. In addition, as many of our products are
subject to export control regulations, diversion of our products to restricted third parties by others could result in
investigations, penalties, fines, trade restrictions and negative publicity that could damage our reputation and
materially impact our business, operating results, and financial condition.
Changes in governmental regulations could negatively affect our revenues
Many of our products are subject to various regulations promulgated by the United States and various foreign
governments including, but not limited to, environmental regulations and regulations implementing export license
requirements and restrictions on the import or export of some technologies, especially encryption technology.
Changes in governmental regulation and our inability or failure to obtain required approvals, permits or registrations
could harm our international and domestic sales and adversely affect our revenues, business and operations.
New regulations related to conflict minerals may force us to incur additional expenses and could limit the supply and
increase the costs of certain metals and minerals used in the manufacturing of our products
In August 2012, the SEC adopted new requirements under the Dodd-Frank Wall Street Reform and Consumer
Protection Act of 2010 (or the Dodd-Frank Act) for companies that use certain minerals and derivative metals
(referred to as conflict minerals, regardless of their country of origin) in their products, whether or not these products
are manufactured by third parties.  These new requirements will require companies to perform due diligence, disclose
and report whether or not such minerals originate from the Democratic Republic of Congo or adjoining countries.  The
implementation of these new requirements could adversely affect the sourcing, availability and pricing of minerals or
metals used in the manufacture of our products and the numerous components that go into our products all of which
could adversely affect our business, financial condition, and operating results.   In addition, we will incur additional
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minerals and metals used in our products. We have a complex supply chain and many components are sourced
through our contract manufacturer and we may not be able to sufficiently verify the origins for these minerals and
metals used in our products through the due diligence procedures that we implement. We may also face difficulties in
satisfying customers who require that all of the components of our products be certified as conflict mineral free.
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Changes in financial accounting standards may cause adverse unexpected revenue fluctuations and affect our reported
results of operations
A change in accounting policies can have a significant effect on our reported results and may even affect our reporting
of transactions completed before the change is effective. New pronouncements and varying interpretations of existing
pronouncements have occurred with frequency and may occur in the future. Changes to existing rules, or changes to
the interpretations of existing rules, could lead to changes in our accounting practices, and such changes could
adversely affect our reported financial results or the way we conduct our business.
We may have exposure to greater than anticipated tax liabilities
Our provision for income taxes is subject to volatility and could be adversely affected by nondeductible stock-based
compensation, changes in the research and development tax credit laws, earnings being lower than anticipated in
jurisdictions where we have lower statutory rates and being higher than anticipated in jurisdictions where we have
higher statutory rates, transfer pricing adjustments, not meeting the terms and conditions of tax holidays or incentives,
changes in the valuation of our deferred tax assets and liabilities, changes in actual results versus our estimates, or
changes in tax laws, regulations, accounting principles or interpretations thereof. In addition, like other companies, we
may be subject to examination of our income tax returns by the U.S. Internal Revenue Service and other tax
authorities. While we regularly assess the likelihood of adverse outcomes from such examinations and the adequacy of
our provision for income taxes, there can be no assurance that such provision is sufficient and that a determination by
a tax authority will not have an adverse effect on our results of operations.
Acquisitions present many risks and we may not realize the financial and strategic goals that are contemplated at the
time of the transaction
With respect to our past acquisitions, as well as any other future acquisitions we may undertake, we may find that the
acquired businesses, products or technologies do not further our business strategy as expected, that we paid more than
what the assets are later worth or that economic conditions change, all of which may generate future impairment
charges. Our acquisitions may be viewed negatively by customers, financial markets or investors. There may be
difficulty integrating the operations and personnel of the acquired business, and we may have difficulty retaining the
key personnel of the acquired business. We may have difficulty in integrating the acquired technologies or products
with our existing product lines. Our ongoing business and management’s attention may be disrupted or diverted by
transition or integration issues and the complexity of managing geographically and culturally diverse locations. We
may have difficulty maintaining uniform standards, controls, procedures and policies across locations. We may
experience significant problems or liabilities associated with product quality, technology and other matters.
Our inability to successfully operate and integrate newly-acquired businesses appropriately, effectively and in a timely
manner, or to retain key personnel of any acquired business, could have a material adverse effect on our ability to take
advantage of further growth in demand for integrated traffic management and security solutions and other advances in
technology, as well as on our revenues, gross margins and expenses.
Our success depends on our key personnel and our ability to hire, retain and motivate qualified sales and marketing,
operations, product development and professional services personnel
Our success depends, in large part, on our ability to attract, engage, retain, and integrate qualified executives and other
key employees throughout all areas of our business. In order to attract and retain executives and other key employees
in a competitive marketplace, we must provide a competitive compensation package, including cash- and equity-based
compensation. If we do not obtain the stockholder approval needed to continue granting equity compensation in a
competitive manner, our ability to attract, retain, and motivate executives and key employees could be weakened.
Failure to successfully hire executives and key employees or the loss of any executives and key employees could have
a significant impact on our operations. Further, changes in our management team may be disruptive to our business,
and any failure to successfully integrate key new hires or promoted employees could adversely affect our business and
results of operations. The complexity of our application delivery networking products and their integration into
existing networks and ongoing support, as well as the sophistication of our sales and marketing effort, requires us to
retain highly trained developers, professional services, customer support and sales personnel. Competition for
qualified developers, professional services, customer support and sales personnel in our industry is intense because of
the limited number of people available with the necessary technical skills and understanding of our products. Our

Edgar Filing: F5 NETWORKS INC - Form 10-K

45



ability to hire and retain these personnel may be adversely affected by volatility or reductions in the price of our
common stock, since these employees are generally granted restricted stock units. The loss of services of any of our
key personnel, the inability to retain and attract qualified personnel in the future or delays in hiring qualified personnel
may harm our business and results of operations.
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We face litigation risks
We are a party to lawsuits in the normal course of our business. Litigation in general, and intellectual property and
securities litigation in particular, can be expensive, lengthy and disruptive to normal business operations. Moreover,
the results of complex legal proceedings are difficult to predict. Responding to lawsuits has been, and will likely
continue to be, expensive and time-consuming for us. An unfavorable resolution of these lawsuits could adversely
affect our business, results of operations or financial condition.
Anti-takeover provisions could make it more difficult for a third party to acquire us
Our Board of Directors has the authority to issue up to 10,000,000 shares of preferred stock and to determine the
price, rights, preferences, privileges and restrictions, including voting rights, of those shares without any further vote
or action by the shareholders. The rights of the holders of common stock may be subject to, and may be adversely
affected by, the rights of the holders of any preferred stock that may be issued in the future. The issuance of preferred
stock may have the effect of delaying, deferring or preventing a change of control of our company without further
action by our shareholders and may adversely affect the voting and other rights of the holders of common stock.
Further, certain provisions of our bylaws, including a provision limiting the ability of shareholders to raise matters at a
meeting of shareholders without giving advance notice, may have the effect of delaying or preventing changes in
control or management of our company, which could have an adverse effect on the market price of our common stock.
In addition, our articles of incorporation currently provide for a staggered board, which may make it more difficult for
a third party to gain control of our Board of Directors. Similarly, state anti-takeover laws in the State of Washington
related to corporate takeovers may prevent or delay a change of control of our company.
Our business is subject to the risks of earthquakes, fire, power outages, floods, and other catastrophic events, and to
interruption by man-made problems such as terrorism
A significant natural disaster, such as an earthquake, fire, a flood, or significant power outage could have a material
adverse impact on our business, operating results, and financial condition. We have an administrative and product
development office and a third party contract manufacturer located in the San Francisco Bay Area, a region known for
seismic activity. In addition, natural disasters could affect our supply chain, manufacturing vendors, or logistics
providers’ ability to provide materials and perform services such as manufacturing products or assisting with shipments
on a timely basis. In the event our or our service providers’ information technology systems or manufacturing or
logistics abilities are hindered by any of the events discussed above, shipments could be delayed, resulting in missed
financial targets, such as revenue and shipment targets, for a particular quarter. In addition, cyber-attacks, acts of
terrorism, or other geo-political unrest could cause disruptions in our business or the business of our supply chain,
manufacturers, logistics providers, partners, or end-customers or the economy as a whole. Any disruption in the
business of our supply chain, manufacturers, logistics providers, partners or end-customers that impacts sales at the
end of a fiscal quarter could have a significant adverse impact on our quarterly results. All of the aforementioned risks
may be further increased if the disaster recovery plans for us and our suppliers prove to be inadequate. To the extent
that any of the above should result in delays or cancellations of customer orders, or the delay in the manufacture,
deployment or shipment of our products, our business, financial condition and operating results would be adversely
affected.

Item 1B. Unresolved Staff Comments
Not applicable.

Item 2. Properties
We lease our principal administrative, sales, marketing, research and development facilities, which are located in
Seattle, Washington and consist of approximately 300,000 square feet. In April 2010, we amended and restated the
lease agreement for the three buildings that serve as our corporate headquarters. The lease commenced in April, July
and August of 2010 for various sections of the first building; and August 2010 for the second and third buildings. The
lease for all three buildings will expire in 2022 with an option for renewal. In October 2006, we entered into an
agreement to lease a building adjacent to the three buildings that serve as our corporate headquarters. This lease will
expire in 2018. We are currently subleasing all floors of this building to two subtenants. Both subleases will expire in
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We believe that our existing properties are in good condition and suitable for the conduct of our business. We also
lease office space for our product development personnel in Spokane, Washington and Bellevue, Washington,
San Jose, California, Louisville, Colorado, Lowell, Massachusetts, Israel, and Russia and for our sales and support
personnel in Florida, Georgia, Illinois, New York, Tennessee, Washington D.C., Australia, Brazil, Canada, China,
Denmark, Finland, France, Germany, Hong Kong, India, Indonesia, Italy, Japan, Malaysia, Netherlands, New
Zealand, the Philippines, Saudi Arabia, Singapore, South
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Africa, South Korea, Spain, Sweden, Taiwan, Thailand, Turkey, the United Arab Emirates, the United Kingdom and
Vietnam. We believe that our future growth can be accommodated by our current facilities or by leasing additional
space if necessary.

Item 3. Legal Proceedings
We are not aware of any pending legal proceedings that, individually or in the aggregate, are reasonably possible to
have a material adverse effect on our business, operating results, or financial condition. We are subject to a variety of
other claims and suits that arise from time to time in the ordinary course of our business. Although management
currently believes that resolving claims against us, individually or in aggregate, will not have a material adverse
impact on our financial statements, these matters are subject to inherent uncertainties and management’s view of these
matters may change in the future. Such claims, even if not meritorious, could result in the expenditure of significant
financial and managerial resources.

Item 4. Mine Safety Disclosures
Not applicable.
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PART II

Item 5. Market for Registrant’s Common Equity, Related Stockholder Matters and Issuer Purchases of Equity
Securities

Market Prices of Common Stock
Our common stock is traded on the Nasdaq Global Select Market under the symbol “FFIV.” The following table sets
forth the high and low sales prices of our common stock as reported on the Nasdaq Global Select Market.

Fiscal Year 2013 Fiscal Year 2012
High Low High Low

First Quarter $108.37 $81.07 $117.30 $69.60
Second Quarter $107.99 $86.33 $136.46 $99.60
Third Quarter $92.57 $67.53 $139.46 $92.09
Fourth Quarter $94.66 $68.22 $111.58 $88.30
The last reported sales price of our common stock on the Nasdaq Global Select Market on November 15, 2013 was
$84.62.
As of November 15, 2013, there were approximately 64 holders of record of our common stock. As many of our
shares of common stock are held by brokers and other institutions on behalf of shareholders, we are unable to estimate
the total number of beneficial holders of our common stock represented by these record holders.
Dividend Policy
Our policy has been to retain cash to fund future growth. Accordingly, we have not paid dividends and do not
anticipate declaring dividends on our common stock in the foreseeable future.
Unregistered Securities Sold in 2013 
We did not sell any unregistered shares of our common stock during the fiscal year 2013.
Issuer Purchases of Equity Securities
On April 24, 2013, we announced that our Board of Directors authorized an additional $200 million for our common
stock share repurchase program. This new authorization is incremental to the existing $600 million program, initially
approved in October 2010 and expanded in August 2011 and October 2011. Acquisitions for the share repurchase
programs will be made from time to time in private transactions or open market purchases as permitted by securities
laws and other legal requirements. The programs can be terminated at any time. As of November 15, 2013, we had
repurchased and retired 12,289,015 shares at an average price of $72.18 per share and we had $112.5 million
remaining to purchase shares as part of our repurchase programs.
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Shares repurchased and retired as of November 15, 2013 are as follows (in thousands, except shares and per share
data):

Total Number
of Shares
Purchased

Average Price
Paid per Share

Total Number of
Shares Purchased
per the Publicly
Announced Plan

Approximate Dollar
Value of Shares
that May Yet be
Purchased
Under the Plan

October 1, 2012 — October 31, 2012 — $— — $ 181,263
November 1, 2012 — November 30, 2012 322,187 $87.58 322,187 $ 153,035
December 1, 2012 — December 31, 2012 233,056 $93.39 233,056 $ 131,263

January 1, 2013 — January 31, 2013 15,000 $105.75 15,000 $ 129,676
February 1, 2013 — February 28, 2013 237,438 $102.74 237,438 $ 105,274
March 1, 2013 — March 31, 2013 255,979 $93.77 255,979 $ 81,263

April 1, 2013 — April 30, 2013 — $— — $ 281,263
May 1, 2013 — May 31, 2013 380,687 $78.69 380,687 $ 251,295
June 1, 2013 — June 30, 2013 252,772 $79.22 252,772 $ 231,264

July 1, 2013 — July 31, 2013 10,000 $87.47 10,000 $ 230,389
August 1, 2013 — August 31, 2013 271,500 $87.76 271,500 $ 206,554
September 1, 2013 — September 30, 2013287,847 $87.83 287,847 $ 181,264

October 1, 2013 — October 31, 2013 57,152 $84.45 57,152 $ 176,436
November 1, 2013 — November 15, 2013 783,023 $81.60 783,023 $ 112,515
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Performance Measurement Comparison of Shareholder Return
The following graph compares the annual percentage change in the cumulative total return on shares of our common
stock, the Nasdaq Composite Index and the Nasdaq Computer Index for the period commencing September 30, 2008,
and ending September 30, 2013.
Comparison of Cumulative Total Return
On Investment Since September 30, 2008*

The Company’s closing stock price on September 30, 2013, the last trading day of the Company’s 2013 fiscal year, was
$85.81 per share.

*
Assumes that $100 was invested September 30, 2008 in shares of Common Stock and in each index, and that all
dividends were reinvested. Shareholder returns over the indicated period should not be considered indicative of
future shareholder returns.
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Item 6. Selected Financial Data
The following selected consolidated historical financial data are derived from our audited financial statements. The
consolidated balance sheet data as of September 30, 2013 and 2012 and the consolidated statement of operations data
for the years ended September 30, 2013, 2012 and 2011 are derived from our audited consolidated financial
statements and related notes that are included elsewhere in this report. The consolidated balance sheet data as of
September 30, 2011, 2010 and 2009 and the consolidated statement of operations for the years ended September 30,
2010 and 2009 are derived from our audited consolidated financial statements and related notes which are not
included in this report. The information set forth below should be read in conjunction with our historical financial
statements, including the notes thereto, and “Management’s Discussion and Analysis of Financial Condition and Results
of Operations,” included elsewhere in this report.

Years Ended September 30,
2013 2012 2011 2010 2009
(In thousands, except per share data)

Consolidated Statement of Operations Data
Net revenues
Products $798,856 $818,555 $721,975 $561,142 $406,529
Services 682,458 558,692 429,859 320,830 246,550
Total 1,481,314 1,377,247 1,151,834 881,972 653,079
Cost of net revenues
Products 129,066 137,102 129,325 113,834 95,209
Services 123,981 99,066 78,679 58,118 47,517
Total 253,047 236,168 208,004 171,952 142,726
Gross profit 1,228,267 1,141,079 943,830 710,020 510,353
Operating expenses
Sales and marketing 483,041 445,595 370,735 293,201 225,193
Research and development 209,614 177,406 138,910 118,314 103,664
General and administrative 102,401 91,775 83,523 68,503 55,243
Restructuring charges(1) — — — — 4,329
Loss on facility sublease(2) 2,393 — — — —
Total 797,449 714,776 593,168 480,018 388,429
Income from operations 430,818 426,303 350,662 230,002 121,924
Other income, net 7,274 5,911 10,089 7,625 9,724
Income before income taxes 438,092 432,214 360,751 237,627 131,648
Provision for income taxes 160,778 157,028 119,354 86,474 40,113
Net income $277,314 $275,186 $241,397 $151,153 $91,535
Net income per share — basic $3.53 $3.48 $2.99 $1.90 $1.16
Weighted average shares — basic 78,565 79,135 80,658 79,609 78,842
Net income per share — diluted $3.50 $3.45 $2.96 $1.86 $1.14
Weighted average shares — diluted 79,136 79,780 81,482 81,049 80,073
Consolidated Balance Sheet Data
Cash, cash equivalents, and short-term
investments $542,143 $532,151 $542,550 $428,496 $317,128

Restricted cash(3) 860 179 162 195 2,729
Long-term investments 728,981 662,803 470,203 433,570 257,294
Total assets 2,230,554 1,911,201 1,568,549 1,362,192 1,068,645
Long-term liabilities 140,492 115,772 90,806 71,409 46,611
Total shareholders’ equity 1,538,712 1,329,400 1,105,436 1,003,698 799,020
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(1)
Restructuring charges represent the expense related to the consolidation of facilities, accelerated depreciation on
tenant improvements, and a reduction in workforce that took place in the second quarter of fiscal 2009 as part of a
comprehensive restructuring program.

(2)Loss on facility sublease expense represents a charge related to the consolidation of certain subleases at our
corporate headquarters in Seattle, Washington.

(3)Restricted cash represents escrow accounts established in connection with lease agreements for our facilities.
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Item 7. Management’s Discussion and Analysis of Financial Condition and Results of Operations
The following discussion of our financial condition and results of operations contains forward-looking statements
within the meaning of Section 21E of the Securities Exchange Act of 1934 and Section 27A of the Securities Act of
1933. These statements include, but are not limited to, statements about our plans, objectives, expectations, strategies,
intentions or other characterizations of future events or circumstances and are generally identified by the words
“expects,” “anticipates,” “intends,” “plans,” “believes,” “seeks,” “estimates,” and similar expressions. These forward-looking
statements are based on current information and expectations and are subject to a number of risks and uncertainties.
Our actual results could differ materially from those expressed or implied by these forward-looking statements.
Factors that could cause or contribute to such differences include, but are not limited to, those discussed under
“Item 1A. Risk Factors” herein and in other documents we file from time to time with the Securities and Exchange
Commission. We assume no obligation to revise or update any such forward-looking statements.
Overview
We are a global provider of software and hardware solutions and services within an intelligent services framework
that help companies efficiently and securely manage the delivery, optimization and security of application and data
traffic on networks, and to optimize the performance and utilization of data storage infrastructure and other network
resources for their customers, partners, and employees. We market and sell our products primarily through multiple
indirect sales channels in the Americas (primarily the United States); Europe, the Middle East, and Africa (EMEA);
Japan; and the Asia Pacific region (APAC). Enterprise customers (Fortune 1000 or Business Week Global 1000
companies) in the technology, telecommunications, financial services, transportation, education, manufacturing and
health care industries, along with government customers, continue to make up the largest percentage of our customer
base.
Our management team monitors and analyzes a number of key performance indicators in order to manage our
business and evaluate our financial and operating performance. Those indicators include:

•

Revenues. The majority of our revenues are derived from sales of our application delivery networking (ADN)
products including our high end VIPRION chassis and related software modules; Traffic Manager (LTM), Global
Traffic Manager (GTM) and Link Controller; Advanced Firewall Manager (AFM), Carrier Grade Network Address
Translation (CGNAT) and Policy Enforcement Manager (PEM), that leverage the unique performance characteristics
of our hardware and software architecture; and products that incorporate acquired technology, including Application
Security Manager (ASM), Application Acceleration Manager (AAM), Application Policy Manager (APM) and Edge
Gateway; diameter routing agents and signaling delivery controller products (SDC); and ARX file virtualization
products. We also derive revenues from the sales of services including annual maintenance contracts, training and
consulting services. We carefully monitor the sales mix of our revenues within each reporting period. We believe
customer acceptance rates of our new products and feature enhancements are indicators of future trends. We also
consider overall revenue concentration by customer and by geographic region as additional indicators of current and
future trends.

•

Cost of revenues and gross margins. We strive to control our cost of revenues and thereby maintain our gross margins.
Significant items impacting cost of revenues are hardware costs paid to our contract manufacturers, third-party
software license fees, amortization of developed technology and personnel and overhead expenses. Our margins have
remained relatively stable; however, factors such as sales price, product mix, inventory obsolescence, returns,
component price increases and warranty costs could significantly impact our gross margins from quarter to quarter
and represent significant indicators we monitor on a regular basis.

•

Operating expenses. Operating expenses are substantially driven by personnel and related overhead expenses.
Existing headcount and future hiring plans are the predominant factors in analyzing and forecasting future operating
expense trends. Other significant operating expenses that we monitor include marketing and promotions, travel,
professional fees, computer costs related to the development of new products, facilities and depreciation expenses.
•Liquidity and cash flows. Our financial condition remains strong with significant cash and investments and no long
term debt. The increase in cash and investments for fiscal year 2013 was primarily due to cash provided by operating
activities of $499.7 million. This increase was partially offset by $200.0 million of cash used to repurchase
outstanding common stock under our share repurchase program in fiscal year 2013. Going forward, we believe the
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primary driver of cash flows will be net income from operations. On February 11, 2013, we acquired all issued and
outstanding shares of LineRate Systems, Inc. (LineRate Systems) for $124.9 million in cash. On September 17, 2013,
we acquired all issued and outstanding shares of Versafe Ltd. (Versafe) for $87.7 million in cash. Capital expenditures
of $26.6 million for fiscal year 2013 were comprised primarily of information technology infrastructure and
equipment to support the growth of our core business activities. We will continue to evaluate possible acquisitions of,
or investments in businesses, products, or technologies that we believe are strategic, which may require the use of
cash.
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•

Balance sheet. We view cash, short-term and long-term investments, deferred revenue, accounts receivable balances
and days sales outstanding as important indicators of our financial health. Deferred revenues continued to increase in
fiscal 2013 due to growth in the amount of annual maintenance contracts purchased on new products and maintenance
renewal contracts related to our existing product installation base. Our days sales outstanding for the fourth quarter of
fiscal year 2013 was 46.
Critical Accounting Policies
Our consolidated financial statements have been prepared in accordance with accounting principles generally accepted
in the United States of America. The preparation of these financial statements requires us to make estimates and
judgments that affect the reported amounts of assets, liabilities, revenues and expenses, and related disclosure of
contingent assets and liabilities. We base our estimates on historical experience and on various other assumptions that
are believed to be reasonable under the circumstances. Actual results may differ from these estimates under different
assumptions or conditions.
We believe the following critical accounting policies affect the more significant estimates and judgments used in the
preparation of our financial statements.
Revenue Recognition. We sell products through distributors, resellers, and directly to end users. Revenue is
recognized provided that all of the following criteria have been met:

• Persuasive evidence of an arrangement exists. Evidence of an arrangement generally consists of a purchase
order issued pursuant to the terms and conditions of a distributor, reseller or end user agreement.

•Delivery has occurred. We use shipping or related documents, or written evidence of customer acceptance, when
applicable, to verify delivery or completion of any performance terms.

•The sales price is fixed or determinable. We assess whether the sales price is fixed or determinable based on payment
terms associated with the transaction and whether the sales price is subject to refund or adjustment.

•Collectability is reasonably assured. We assess collectability primarily based on the creditworthiness of the customer
as determined by credit checks and related analysis, as well as the Customer’s payment history.
Revenue from the sale of products is generally recognized when the product has been shipped and the customer is
obligated to pay for the product. When rights of return are present and we cannot estimate returns, revenue is
recognized when such rights of return lapse. In certain regions where we do not have the ability to reasonably estimate
returns, we defer revenue on sales to our distributors until information is received from the channel partner indicating
that the product has been sold to the end-user customer. Payment terms to domestic customers are generally net 30
days to net 45 days. Payment terms to international customers range from net 30 days to net 120 days based on normal
and customary trade practices in the individual markets. We offer extended payment terms to certain customers, in
which case, revenue is recognized when payments are due.
Revenues for post-contract customer support (PCS) are recognized on a straight-line basis over the service contract
term. PCS includes a limited period of telephone support, updates, repair or replacement of any failed product or
component that fails during the term of the agreement, bug fixes and rights to upgrades, when and if available.
Consulting services are customarily billed at fixed hourly rates, plus out-of-pocket expenses, and revenues are
recognized when the consulting has been completed. Training revenue is recognized when the training has been
completed.
Arrangement consideration is first allocated between software (consisting of nonessential and stand-alone software)
and non-software deliverables. The majority of our products are hardware appliances which contain software essential
to the overall functionality of the products. Hardware appliances are generally sold with PCS and on occasion, with
consulting and/or training services. Arrangement consideration in such multiple element transactions is allocated to
each element based on a fair value hierarchy, where the selling price for an element is based on vendor specific
objective evidence (VSOE), if available, third-party evidence (TPE), if available and VSOE is not available; or the
best estimate of selling price (BESP), if neither VSOE or TPE is available.
For software deliverables, we allocate revenue between multiple elements based on software revenue recognition
guidance. Software revenue recognition guidance requires revenue earned on software arrangements involving
multiple elements to be allocated to each element based on the relative fair values of those elements. The fair value of
an element must be based on VSOE. Where fair value of delivered elements is not available, revenue is recognized on
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the “residual method” based on the fair value of undelivered elements. If evidence of fair value of one or more
undelivered elements does not exist, all revenue is deferred and recognized at the earlier of the delivery of those
elements or the establishment of fair value of the remaining undelivered elements.
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We establish VSOE for our products, PCS, consulting and training services based on the sales price charged for each
element when sold separately. The sales price is discounted from the applicable list price based on various factors
including the type of customer, volume of sales, geographic region and program level. Our list prices are generally not
fair value as discounts may be given based on the factors enumerated above. We use historical sales transactions to
determine whether VSOE can be established for each of the elements. In most instances, VSOE of fair value is the
sales price of actual standalone (unbundled) transactions within the past 12 month period, when a substantial majority
of transactions (more than 80%) are priced within a narrow range, which we have determined
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